Tampa Bay ISSA and InfraGard Joint Chapter Meeting – November 21, 2014

Location: TechData, 16202 Bay Vista Drive, Clearwater, Florida 33760 (MAP)

8:30 AM - 9:00 AM – Registration, Breakfast, and Networking

9:00 AM - 9:45 AM – Jason Creech, Elastica, Inc.

• Title: “7 Deadly Sins of Managing File Sharing Apps”

• Bio: With over 20 years of experience in systems engineering and security, his consulting background spans many enterprise security disciplines including IT audit, vulnerability risk management, IT policy compliance, and GRC process automation initiatives. Prior to Elastica, Jason held senior positions in systems engineering, consulting, product management, and engagement management for well known technology vendors such as NetIQ, EMC, HP, McAfee, and Qualys. While at Qualys, he co-authored "IT Policy Compliance for Dummies". Jason has presented at numerous conferences including SANS, ISACA NACACS and EuroCACS, and many ISSA regional and national conferences.

10:00 AM - 10:45 AM – Alan Shimel, Secure Development Operations

• Title: “DevOps – Security’s Last Hope”

• Bio: As Editor-in-chief of DevOps.com, a regular contributor to Network World and Chief Executive Officer at The CISO Group, Alan Shimel is attuned to the world of technology, particularly cloud, security and open source. Prior to his current positions, Alan was the co-founder and Chief Strategy Officer at StillSecure, where he helped guide the company in bringing innovative and effective networking and security solutions to the marketplace. Shimel was the public persona of StillSecure as it grew from start up to helping defend some of the largest and most sensitive networks in the world, including many in the US Armed Forces. Shimel is an often-cited personality in the security and technology community and is a sought-after speaker at industry and government conferences and events. In addition to his writing on DevOps.com and Network World, his commentary about the state of technology is followed closely by many industry insiders via his blog and podcast, "Ashimmy, After All These Years" (www.ashimmy.com).

11:00 AM - 11:45 AM – O.T. Gagnon III (Ollie), U.S. Department of Homeland Security

• Title: DHS Protective Security Advisor Program for Critical Infrastructure

• Bio: Mr. Gagnon was appointed by the Department of Homeland Security as the Protective Security Advisor in Tampa, Florida on March 21, 2005. In this capacity, he assists state and local efforts to protect critical assets and provide a local perspective to the national risk picture. Prior to assuming his present position, Mr. Gagnon traveled worldwide on behalf of the Department of Defense - Defense Threat Reduction Agency conducting comprehensive physical security assessments of critical infrastructure complexes, facilities and systems. He also served in the United States Air Force for over 22 years in the various physical security, law enforcement and training positions. In his final military assignment, Mr. Gagnon exercised security decision-making authority affecting the protection of the President of the United States as the Chief, Presidential Aircraft Security. In this position, he personally directed security aboard Air Force One during 200 trips transiting all 50 states and 65 countries in support of President William J. Clinton and President George W. Bush.

12:00 PM - 1:00 PM – Lunch and Networking
1:00 PM - 1:45 PM – Sali Osman, Information Security Officer, Time Customer Service

- **Title:** Cloud Security: *The Discussion of Needs and Wants*

- **Bio:** Currently the Information Security Officer for Time Inc. in TCS, responsible for the Infosec programs and Compliance programs. Most recently was leading the Security Audit program in GE Capital globally. She was the Vulnerability Management Program Manager in the U.S National Institute of Health (NIH), responsible for 33 centers and institutes. Before that she was with SUNGARD, where she was responsible for the risk management program for more than 15 colleges/universities. Her role in the U.S Department of Transportation was leading the C&A programs, Vulnerability Management, Disaster Recovery, Incident Response and Investigations.

3:00 PM - 3:45 PM – Mark Villinski, Kaspersky

- **Title:** The Explosion of Phishing – How to Avoid Being Caught

- **Abstract:** As cybercrime rates continue to explode so too does the popularity of phishing attacks. In 2013 one study showed almost a 90% year of year increase in the number of phishing attacks. Between basic phishing attacks and more advanced spear phishing attacks everyone from the local auto mechanic to the fortune 500 are targets. In this session you will learn about many of these types of attacks and what to look to be on the lookout for. You will learn the difference between a basic attack and a spear phishing attack. Mark Villinski, from Kaspersky Lab, will share with you a wealth of information about what Kaspersky is seeing for trends in this area.

- **Bio:** Mark Villinski brings more than 18 years of technology sales, marketing experience and channel leadership to Kaspersky Lab. As Director, Field Marketing, Mark is responsible for field marketing efforts in the United States and for increasing awareness of Kaspersky Lab as a thought leader in the online security industry. Prior to joining Kaspersky Lab, Mark served as Director Worldwide Channel Operations at Enterasys Networks. Mark has presented at several industry conferences across North America addressing audiences on the challenges facing IT departments today and discussing ways organizations can protect themselves from the current threat landscape.

3:00 PM - 3:45 PM – Adam Sheffield, USF-Florida Center for Cybersecurity

- **Title:** USF-Florida Center for Cybersecurity

- **Bio:** Adam Sheffield serves as the Cybersecurity Program Manager for the Florida Center for Cybersecurity (FC2). Adam is responsible for planning, organizing, and controlling multiple efforts associated with the current cybersecurity initiative at USF across three primary pillars: Education, Outreach, and Research. His primary focus is building relationships with external stakeholders in order to identify synergies and align efforts across the state of Florida in this growing field. Prior to joining USF, Adam led various efforts in the defense industrial base with a focus on business development, strategic initiatives, and operations.

4:00 PM – Meeting Adjourned